Codify

Health Information Compliance Alert

Cybersecurity Quiz: Prep for 2022 With This Tough Test

Make HIT compliance a priority next year.

There's no denying that the pandemic has made it a lot easier for cyber criminals to infiltrate systems and collect both
money and information. And with COVID variants expected to push some workers back online, you may want to refresh
your cybersecurity know-how with this test.

See page 5 for answers, rationale, and more information.
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Question 1: Fill in the blank: A password manager

Question 2: True or false: Vulnerability scans are pretty much the same thing as penetration tests (pentests).
Question 3: True or false: Encryption and hashing are not the same.

Question 4: What is not an example of how patch management improves and protects your system?

A) allows you to circumvent system crashes

B) updates help you identify security vulnerabilites

C) improves the way your hardware looks

D) beefs up your software and helps overall performance of tools

Question 5: Fill in the blanks: is a type of artificial intelligence (Al) that uses to help clinicians predict
illnesses and patient health risks, organize treatments, and improve healthcare outcomes.

Question 6: True or false: You should immediately shut your systems down when you suspect a cyber attack.

Question 7: What is a way that keylogger malware can be downloaded to your computer, allowing hackers to monitor
your online activity and usurp your personal and work information?

A) when you download an email attachment with a virus
B) when you click on a malicious pop-up

C) when you surf the net and visit an infected website
D) all of the above

Click here for answers.
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