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Part B Insider (Multispecialty) Coding Alert

Reader Question: Strike a Privacy-Identifier Balance
Question:  What guidelines should our group follow to protect the privacy of patient information in public areas? For
example, we keep our charts in a rack visible to visitors who enter our office. The charts show the patient's name and
physician's name; no testing or code indicators are visible.

Answer: You're definitely on the right track because you aren't disclosing code or testing information. But there are
even more steps you can take to ensure your patients' privacy.

Step 1: Explore the option of moving the chart rack to an area that is not visible to all the visitors entering your office.

Step 2: Consider not including the physician's name on charts that could be visible to visitors.

Step 3: Instead of using a patient's full name, use her first initial and last name (or first initial and only the first few
letters of the patient's last name). This works on several levels. First, it doesn't pose a patient identity risk because it's
rare that there would be two patients with the same first initial and last name in the same room. This process also meets
The Joint Commission's Standard IM.2.10 specifically, to maintain patient privacy. Although The Joint Commission doesn't
specifically address patient privacy, your state and federal regulations do. And The Joint Commission does require
organizations to be compliant with state and federal laws and regulations.

Another benefit to noting the patient's name this way is that the patient's gender remains undisclosed, which provides
even greater security as a passer-by would know even less about the patient.

Trap: If your organization used first name and last initial, there would be a greater likelihood of having two people with
the same first name and last initial in the same room. The same problem would occur if you used first initial and last
initial.


